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1. Visitando el siguiente sitio web responder: https://www.osi.es/es/actualidad/blog/2022/04/20/metodos-de-pago-y-su-seguridad

a.¿Qué métodos de pago online nombra la página ?

* **Pagos con tarjeta de crédito a través de Internet**

Uno de los métodos de pago más populares que podemos encontrar al realizar nuestras compras online es nuestra tarjeta de crédito. La mayoría de sitios web de compraventa suelen aceptar tanto pago con tarjetas de crédito como débito.

* **Pagos con un intermediario a través de Internet**

Otro de los métodos de pago más comunes a la hora de comprar por Internet es el uso de empresas de confianza que actúan de intermediarias (PayPal, Amazon Pay, Google Pay o Apple Pay). Su función es la de formalizar los pagos, anonimizándolos frente a la tienda online y evitando que el vendedor conozca los datos de nuestra tarjeta.

* **Pagos con el teléfono móvil (NFC) con Google Pay o Apple Pay**

También podemos realizar pagos con nuestro dispositivo móvil en tiendas físicas, como en el estanco, el supermercado u otros establecimientos. La mayoría de dispositivos que salen al mercado llevan incorporado un chip con tecnología NFC que nos permite realizar pagos sin contacto, del mismo modo que muchas tarjetas.

* **Pagos con el teléfono móvil a través de un intermediario (Bizum)**

Bizum es un tipo de tecnología que muchas entidades bancarias han comenzado a utilizar para crear sus propias aplicaciones, de modo que cada una dispone de la suya propia. Los usuarios podemos descargarlas y utilizarlas para transferir pequeñas cantidades de dinero desde un dispositivo móvil a otro.

b. ¿Qué tipo de protección ofrece cada método?

* **Pagos con tarjeta de crédito a través de Internet**

Aunque implique el intercambio de nuestros datos bancarios es un método de pago muy seguro, siempre y cuando la web donde realicemos la compra disponga de una pasarela de pago de algún banco, que se encargará de verificar la autenticidad de los datos de la tarjeta y de proteger nuestros datos.

Las pasarelas de pago son servicios online que ofrecen las entidades bancarias. Cuando realizamos un pago online somos redirigidos a una web segura, propiedad del banco, desde donde podemos realizar esta transacción con seguridad, ya que nuestra información va a estar protegida e inaccesible por la propia web de compra online u otros usuarios.

En caso contrario, la seguridad de nuestros datos recaerá exclusivamente en la tienda, por lo que debemos asegurarnos siempre de realizar nuestras compras solo en webs seguras y fiables.

* **Pagos con un intermediario a través de Internet**

La seguridad de este método reside en que, a la hora de realizar el pago, los datos de nuestra tarjeta no se compartirán con el vendedor y, en caso de fraude, ellos nos ayudarán a evitar perder nuestro dinero o que nos lo devuelvan.

* **Pagos con el teléfono móvil (NFC) con Google Pay o Apple Pay**

La seguridad de este sistema es la misma que con el pago con intermediarios. Tanto Google como Apple se encargarán de proteger y anonimizar nuestra información frente al vendedor. A su vez, nuestras cuentas en Google Pay o Apple Pay nos permitirán realizar pagos dentro de los servicios de Google y Apple, utilizando nuestra cuenta y la tarjeta que hayamos vinculado. En esencia, son muy similares a las plataformas de pago, como PayPal, ya que actúan de intermediarios, asegurando que la transacción se realice de forma segura.

* **Pagos con el teléfono móvil a través de un intermediario (Bizum)**

La seguridad de Bizum depende de la propia seguridad de nuestra aplicación de banca online, ya que está integrada directamente en las aplicaciones de nuestros bancos. Normalmente, estas aplicaciones son muy seguras, ya que cuentan con sistemas de encriptación y la doble verificación para autorizar cualquier pago desde la app.

c. ¿Qué artilugios usan los ciber-delincuentes en cada caso?

* **Pagos con tarjeta de crédito a través de Internet**

En el caso de realizar compras en una web fraudulenta, corremos el riesgo de que los datos de nuestra tarjeta terminen en manos de un ciberdelincuente. Con esta información podría realizar compras sin nuestro consentimiento, así como transferencias o incluso utilizarlos para obtener aún más información sobre nosotros mediante técnicas de ingeniería social, como el phishing.

* **Pagos con un intermediario a través de Internet**

Los ciberdelincuentes suelen recurrir a correos fraudulentos, haciéndose pasar por este tipo de plataformas para obtener nuestros datos de acceso y conseguir nuestra información personal y bancaria. Por ello, es fundamental que sepamos identificar este tipo de correos.

* **Pagos con el teléfono móvil (NFC) con Google Pay o Apple Pay**

Por norma general, este método de pago es muy seguro. Sin embargo, no podemos depender únicamente de sus mecanismos de seguridad. Siempre que realicemos compras utilizando esté método deberemos asegurarnos de qué estamos comprando, cuánto estamos pagando y, en el caso de aplicaciones, comprobar que no hagan un uso abusivo de nuestros permisos y revisar las valoraciones y comentarios de otros usuarios.

* **Pagos con el teléfono móvil a través de un intermediario (Bizum)**

Son comunes los fraudes donde los ciberdelincuentes se hacen pasar por entidades bancarias, de la Administración o incluso ONG, solicitando pagos por Bizum a través de SMS. Dada la facilidad y rapidez con la que podemos realizar este tipo de transferencias, es fundamental que prestemos especial atención a quién estamos enviando nuestro dinero.

2 ¿Cuáles son los tipos de pago electrónicos que reconoce el BCRA? describe cada una de ellas.

Débito Inmediato (DEBIN)

El Banco Central incorporó en 2016 un nuevo medio de pago: DEBIN, cuyo nombre alude a “débito inmediato”. Este medio habilito a las entidades financieras y a nuevos actores de la industria de medios de pago a debitar fondos de las cuentas bancarias de sus clientes y clientas que autoricen a cursar pagos.

ECHEQ o Cheque Electrónico

El ECHEQ es un cheque librado por medios electrónicos que puede ser endosado, avalado, negociado, puesto en custodia, cedido y depositado en forma electrónica. Todos los bancos están obligados a recibir un ECHEQ y permitir su depósito.

Para emitirlo, se debe contar con el CUIT o CUIL de la persona beneficiaria y se puede depositar en cuentas corrientes y cajas de ahorro. Se puede aceptar o rechazar un ECHEQ hasta la fecha de vencimiento del valor.

El DEBIN permite pagar con una transferencia directa y también solicitarla desde la PC o el celular.

Pago Electrónico Inmediato (PEI)

En 2016, el Banco Central reguló la extensión del sistema de transferencias inmediatas a tres nuevas modalidades:

1. Billetera electrónica | Transferencias de celular a celular a través de una aplicación para teléfonos móviles.
2. POS móvil | Transferencias iniciadas por medio del deslizamiento de una tarjeta por un dispositivo lector que se conecta al celular.
3. . Botón de pago | Transferencias cursadas a través de un botón de pago, que sirve para realizar pagos en línea e insertar en la propia web.
4. Los pagos se acreditan inmediatamente en la cuenta receptora y permiten comprar, pagar, enviar y recibir dinero de manera más fácil, práctica y segura.
5. El Banco Central busca que este mecanismo represente una opción atractiva para pequeños comercios y pequeños proveedores de servicios, que mejore su disposición a recibir medios de pago electrónico, y de esa manera contribuya a ampliar la red de aceptación de estos pagos.

Clave Bancaria Uniforme (CBU)

La Clave Bancaria Uniforme es el código que identifica a cada cuenta bancaria como única.

Está compuesta por 22 dígitos. Cada dígito brinda información de la cuenta, su tipo y número, el banco al que pertenece y la sucursal.

Esta clave facilita la gestión entre cuentas y potencia el uso de los medios de pagos electrónicos.

La CBU permite:

- realizar transferencias de dinero

- recibir o enviar depósitos

- adherir el pago de servicios o impuestos a débito automático

Alias CBU

Es una clave alfanumérica creada por el Banco Central para ser asociada a una CBU y ampliar la usabilidad de las transferencias y movimientos de fondos dentro del sistema bancario. Cumple las mismas funciones que la CBU pero, como un sobrenombre de la misma, es una combinación entre 6 y 20 caracteres que admite letras y números.

El alias CBU es:

- único para cada cuenta,

- es irrepetible para todo el sistema financiero del país,

- es portable, por lo que una persona usuaria del sistema bancario puede desvincular el alias de una de sus cuentas y vincularlo con otra cuenta de su preferencia.

Al igual que la CBU, el alias CBU puede consultarse en el homebanking, accediendo con tu tarjeta en cajeros automáticos, en tu homebanking, o presencialmente, en cualquier sucursal de tu banco.

Clave Virtual Uniforme (CVU)

Es un código de 22 dígitos que facilita la interoperabilidad entre personas usuarias de los Proveedores de Servicios de Pagos (PSP) y del sistema financiero.

Al igual que en la CBU, cada CVU es única, en función de la combinación de datos que la componen: el primer bloque (del dígito 1 al 8) identifica el PSP al que pertenece y el segundo bloque (del dígito 9 al 22) identifica a la persona usuaria.

La CVU permite identificar a las personas usuarias de los PSP, tales como oferentes de billeteras electrónicas, tarjetas prepagas, entre otros. Su implementación brindará mayor interoperabilidad e inclusión financiera, ya que aquellas personas que no tienen una cuenta bancaria pero sí son usuarias de un PSP, podrán recibir o hacer pagos electrónicos desde/a personas con cuenta bancaria.

Alias CVU

Al igual que el alias CBU, el alias CVU es una clave alfanumérica implementada para ser asociada a una CVU y ampliar la usabilidad de las transferencias y movimientos de fondos entre personas usuarias de los bancos y de los PSP. Cumple las mismas funciones que la CVU pero, como un sobrenombre de la misma, es una combinación entre 6 y 20 caracteres que admite letras y números y, por ello, es más fácil de recordar.

Pagos con Transferencia - Transferencias 3.0

El Banco Central lanzó Transferencias 3.0 a fines de 2020 con el objetivo de potenciar los pagos digitales abiertos y universales y de conseguir una mayor inclusión de aquellos sectores que aún no utilizan los servicios financieros.

Ahora, las personas pueden leer cualquier código QR y realizar de forma rápida y fácil pagos con transferencia tan sólo con un teléfono y con cualquier billetera virtual o aplicación de banco que ofrezca ese servicio. Los pagos con transferencia son más accesibles, eficientes y seguros, evitando así el uso del efectivo.

Es suficiente con tener instalada en el celular una sola aplicación o billetera electrónica: los pagos con transferencia se pueden realizar tanto desde cuentas bancarias con CBU como de cuentas de proveedores de servicios de pago que tienen asociada una CVU. Tampoco es necesario disponer de una tarjeta de débito.

El nuevo ecosistema abierto y universal estimula una mayor competencia entre los diferentes actores del sistema que redunda en mejores condiciones para usuarios y comercios.

1. ¿Qué es el dinero? ¿qué es el dinero electrónico? ¿que son las criptomonedas?

https://www.youtube.com/watch?v=pqEidVW9da0&t=1205s

El dinero es una forma de intercambiar cosas de valor o servicios entre nosotros.

El dinero electrónico es básicamente el dinero físico transformado a digital, ya sea en una cuenta bancaria o otros métodos como billeteras virtuales. Son números en bases de datos que hacen referencia a dinero real.

Monedas virtuales: no son reguladas por ninguna entidad o estado, solo es controlada por la sociedad, es decir, usuarios (mineros), noticias (como la de Elon Musk al no aceptar el bitcoin como sistema de transacción en tesla, la moneda bajo de valor), (u otro ejemplo seria la cantidad de contaminación que genera al minar bitcoins, gracias a que minar estas consume mucha energía).

Estas mismas son registradas en las BLOCKCHAIN (cadena de bloques) es la tecnología que permite proteger las transacciones aun siendo públicas y sus usuarios anónimos.

1. ¿Como comprar criptomonedas de forma segura?

Una de las maneras mas seguras es a través de billeteras virtuales como Binance, Cohíbanse, Kraken,etc

5-¿Qué son las billeteras virtuales? ¿Qué tipos hay? ¿Cómo se configura una billetera física? ¿Describa como usar una billetera física?

Una billetera digital, también conocida como billetera electrónica o e-Wallet, se refiere a un dispositivo electrónico, un servicio de banca móvil o una aplicación móvil que permite, a una parte, realizar transacciones electrónicas con otra parte que intercambia unidades de moneda digital por bienes y servicios

Las billeteras virtuales que actualmente existen entre otros son estas:

* Mercado Pago.
* Ualá
* Modo.
* BIMO.
* Naranja X.
* Binance
* CoinBase

Para comenzar, se tiene que descargar la aplicación en la tienda de app de su celular (play store o app store) siguiente a esto tiene que entrar en la aplicación de preferencia. Luego, ingrese la información de su tarjeta de crédito o de débito. La aplicación le permite guardar varias tarjetas y predeterminar su método de pago. Su billetera digital no puede usarse para realizar un pago sin su autenticación. Puede ser que la aplicación utilizada le pida pasos como la verificación de correo electrónico o teléfono celular para mayor seguridad, estos pasos son obligatorios antes de cualquier movimiento, además de que puede vincular su cuenta bancaria y hacer transacciones con la misma.

Una vez ya iniciada la aplicación y con las cuentas del banco vinculada, puede comprar o vender monedas virtuales. Con el respectivo dinero debitado en su cuenta, eh de decir que no solo monedas virtuales, sino que, también monedas como el dólar y el euro, además hay algunas aplicaciones que permiten comprar acciones de empresas en concreto.

6¿Es lo mismo un ex-change que una billetera virtual ? ¿Por qué?

No, no es lo mismo un exchange que una billetera virtual, Porque un Exchange se basa única y exclusivamente en el Mercado de criptomonedas o Intercambio de criptomonedas que son plataformas o mercados digitales que le permiten intercambiar monedas digitales por dinero fiat y/u otras criptomonedas o mercancías.